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Post-Graduate Diploma in Digital Marketing (Sem.–1) 
CYBER SECURITY LAWS 
Subject Code : PGDDM105-20 

M.Code : 79136 
Date of Examination : 23-01-23 

Time : 3 Hrs.                                                                      Max. Marks : 60 

INSTRUCTIONS TO CANDIDATES : 
 1. SECTION-A is COMPULSORY consisting of TEN questions carrying TWO marks 

each. 
 2. SECTIONS-B consists of FOUR Sub-sections : Units-I, II , III & IV.           
 3. Each Sub-section contains TWO questions each, carrying TEN marks each. 
 4. Student has to attempt any ONE question from each Sub-section.  
     

SECTION-A 

 1. Write briefly : 

  a. Cyberspace  

  b. Authentication 

  c. Host Based Intrusion Detection  

  d. Firewall 

  e. Transport Layer Security 

  f. Right to Privacy 

  g. Freedom of speech and Expression in cyberspace 

  h. Cyber Staking 

  i. Cyber Terrorism 

  j. Digital Forgery. 
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SECTION-B 

UNIT-I 

 2. What are computer security principles? What are the different methods of authentication? 

 3. What do you understand by user authentication? What are issues in user authentication? 

UNIT-II 

 4. What is the need of firewall? Discuss different characteristics and types of firewall. 

 5. What is the use of cryptography in information security discuss DES in detail? 

UNIT-III 

 6. What do understand by cyberspace also discuss freedom of speech and expression in 
cyberspace? 

 7. What are different international institutes to protect cyber law? Explain. 

UNIT-IV 

 8. What is the concept the Jurisdiction? Discuss three Acts' of Indian ITA Act 2008. 

 9. What is an Intellectual Property Right? What are different issues with intellectual 
property? 
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